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1
Decision/action requested

This contribution proposes to add missing content which is not correctly implemented in TR33.936.
2
References

[1] 3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2] 3GPP TR 33.916 Security Assurance Methodology (SECAM) for 3GPP network products
[3] 3GPP TR 33.818 Security Assurance Methodology (SECAM)  and Security Assurance Specification (SCAS)

 for 3GPP virtualised network products (Release 17).

3
Rationale

In last SA3#108 meeting, S3-222412 is approved. However, not full contents are correctly implemented. Some content is missing in TR33.936[x]. This contribution proposes to add missing content in order to fix this issue. 
4
Detailed proposal

It is suggested to approve the following changes.

********************Start of the change ***************************

4.7
Roles in SECAM for 3GPP virtualized network products
The roles involved in SECAM evaluation and accreditation described in TR 33.916 [2] also apply to type 1 of 3GPP virtualized network products, i.e. vendor, test laboratory, operator, 3GPP and SECAM Accreditation Body. The clause 4.6.1 of TR33.916[2] also applies to GVNP. 

This example below of complete self-evaluation is similar to the SECAM defined Security assurance process in the figure 4.7-1 except that the vendor conducts all the phases of evaluation.
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Figure 4.7-1: Complete self-evaluation of a 3GPP virtualized network product
 (e.g. vAMF (AMF VNF) from vendor X)

Evaluation results are checked by operators and dispute on evaluation results is resolved by the SECAM Accreditation Body.
********************End of the change ***************************
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